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DISTINCTION BETWEEN COVERT INVESTIGATIVE
(SEARCH) ACTIONS AND OPERATIONAL-
TECHNICAL MEASURES AND SEARCH
OPERATIONS (PART 1)

Abstract. Purpose. The aim of the article is to analyse and distinguish between operational
and technical measures, covert investigative (search) actions and search operations, and to reveal their
role and significance in criminal proceedings.

Results. The article studies general theoretical and problematic issues of distinguishing between covert
investigative (search) actions and search operations, operational and technical measures, intelligence
and counter-intelligence operations. The genesis of covert investigative (search) actions, the regulatory
framework for forms of covert collection of information and the possibility of its use in criminal proceedings
are reviewed. The general features and differences in the manner of collecting and using information
collected from covert actions, the procedure and use in criminal proceedings are analysed. The author
makes conclusions on the scope of application of search operations (operational and technical measures),
which is broader than and not limited to criminal proceedings, although the results of such measures may
be used in criminal proceedings. Emphasis is on the fact that the objective of search operations is to seek
information on illegal activities and to detect criminal offences, while the objective of covert investigation
(search) actions is to collect and verify evidence in a specific criminal proceeding in connection with
a specific commission of a crime, an attempt or preparations. The objectives of counter-intelligence
activities are analysed as a form of operative-search activities under part 2 of art. 2 of the Law of Ukraine
“On counter intelligence activities,” such as collecting, analytical processing and use of information;
counteracting intelligence, terrorist and other activities of the special services of foreign States, as well
as those of organizations, individual groups and individuals, aimed at the detriment of the State security
of Ukraine; developing and implementing measures related to prevention, elimination and deactivation
of threats to the interests of the State, society and the rights of citizens. The evaluation of the results
of such activities for the admissibility of evidence is emphasised.

Conclusions. The study determines the main criteria for distinguishing covert investigative (search)
actions from search operations and operational and technical measures according to the objective, aim,
legal grounds and actors of conduct, forms of monitoring and supervision of compliance with the law
during their conduct, enabling conditions for violation (restriction) of rights and freedoms of individual
and legal entities. The need to respect fundamental human and civil rights and freedoms while covertly
collecting information and interfering in private communication is emphasised.

Key words: covert investigative (search) actions, operative-search activities, operational and
technical measures, documents in criminal proceedings, evidence, admissibility of evidence, investigative
actions.

1. Introduction to criminal activity was search operations,

Before the adoption of the new version
of the CPC in 2012, the criminal proce-
dural legislation of Ukraine did not contain
such a concept as CI(S)A. Instead, the form
of covert collecting of information related
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including operational and technical ones,
regulated by the Law of Ukraine “On opera-
tive-search activities,” by other laws, orders,
instructions classified restricted, “secret”
and “top secret.”
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The regulatory framework for forms of cov-
ert information-gathering in criminal procedure
legislation was long overdue and was necessi-
tated by the need to establish clear and under-
standable rules for the conduct of such actions
in order to safeguard human and civil rights,
establishment of more effective judicial control
over the restriction of such rights, especially
in cases of interference with private commu-
nications or interference with the inviolability
of the home, and introduction of a mechanism
for the restoration of violated rights, freedoms
and the introduction of a mechanism for State
compensation for damage caused by interfer-
ence with private life.

2. Analysis of legal regulations

As a result, CI(S)A have involved both
elements of investigative (search) actions
and search operations (hereinafter referred to as
SO), operational and technical measures (here-
inafter referred to as OTM).

When the 2012 CPC was being developed
and adopted, scientists and practitioners dis-
cussed the further existence of SO and OTM,
the significance and applicability of which
essentially diminished after the introduction
of CI(S)A. The proponents of the abolition
of operative-search activities (hereinafter
referred to as OSA) insisted on the need to
prevent operational units from carrying out
any actions aimed at collecting evidence, infor-
mation-gathering without entering the URPI
and beyond criminal proceedings. Contrary to
this position, the representatives of the spe-
cial services and operational units argued for
the advisability and necessity of retaining this
form of exercising powers by operational units,
due to the specificity of the operational, oper-
ative-search activities, the impossibility of car-
rying out all operational measures solely within
criminal proceedings.

Finally, the Law of Ukraine “On opera-
tive-search activities,” like others regulating
some aspects of the organization and conduct
of intelligence and counter-intelligence opera-
tions, has not been repealed, and despite a sig-
nificant decrease in the scope of SO and OTM,
they are carried out, as well as the results
of criminal proceedings are used in order to
achieve the goal and objectives of OSA.

The issues of CI(S)A, OSA, the problems
of their application, use and delimitation were
under study by O.A. Bilichak, Yu.Yu. Brazh-
nik, O.M. Drozdov, O.V. Kaplina, S.S. Kudi-
nov, V.D. Pcholkin, O.P. Sniherov, A.M. Tytov,
O.H. Shylo, and others.

Thepossibility ofassessingtheresultsofoper-
ative-search activities in criminal proceedings
through the compliance with the provisions
of the principle of the rule of law and the princi-

98

ple of legality was studied by O.S. Oliinyk (Oli-
inyk, 2021).

The aim of the article is to analyse and dis-
tinguish between SO, OTM and CI(S)A, and to
cover their role and significance in criminal pro-
ceedings.

3. Control and supervision in case of vio-
lation (restriction) of human rights and free-
doms and rights and freedoms of legal entities

The analysis of the provisions of the CPC
of Ukraine, the laws of Ukraine “On opera-
tive-search activities,” “On intelligence,” “On
counter-intelligence activities” allows defining
the following basic criteria for the delineation
of CI(S)A and SO, OTM:

1. With regard to objective (purpose). In
accordance with Art. 1 of the Law of Ukraine
“On operative-search activities” (hereinaf-
ter referred to as the LoU on OSA) (Law
of Ukraine “On operative-search activity”,
1992), the objective of operative-search activ-
ities is to search for and record actual data on
the unlawful acts of individuals and groups for
which the CC provides liability, intelligence
and subversive activities of the special services
of foreign States and organizations in order to
suppress offences and in the interests of criminal
proceedings, as well as to collect information in
the interests of the security of citizens, society
and the State.

The objective of CI(S)A, which is a form
of investigative actions under articles 223, 246
of the CPC of Ukraine, is the gathering (collect-
ing) of evidence or the verification of evidence
already collected in a particular criminal pro-
ceeding.

The following conclusions can be drawn
from the wording. The scope of application
of SO (OTM) is broader than and not limited
to criminal proceedings, although the results
of such measures may be used in criminal pro-
ceedings. The objective of SO is to seek infor-
mation on illegal activities and to detect crimi-
nal offences, while the objective of CI(S)A is to
collect and verify evidence in a specific criminal
proceeding in connection with a specific com-
mission of a crime, an attempt or preparations.
The objectives of counter-intelligence activ-
ities as a form of operative-search activities,
under part 2 of art. 2 of the Law of Ukraine “On
counterintelligence activities” (here and after
referred to as the LoU on CA) are collecting,
analytical processing and use of information
that implies signs or facts of the intelligence, ter-
rorist and other activities of the special services
of foreign States, as well as those of organiza-
tions, individual groups and individuals, aimed
at the detriment of the State security of Ukraine;
developing and implementing measures related
to prevention, elimination and deactivation
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of threats to the interests of the State, society
and the rights of citizens.

2. Withregardto the aim. The aim of the appli-
cation of CI(S)A is solely to safeguard the inter-
ests of criminal proceedings, to identify the per-
petrators of specific criminal offences recorded
inthe URPI and investigated, and to prove their
guilt. Instead, the aim of operative-search, intel-
ligence and counter-intelligence activities is to
prevent, promptly detect and prevent external
and internal threats to the security of Ukraine
and to cease intelligence, terrorist and other
unlawful attacks by the special services of for-
eign States, as well as by organizations, groups
and individuals, against the State security
of Ukraine, and the elimination of an enabling
environment for them and the reasons for their
occurrence.

Therefore, the aim of SO is precisely to cease
and prevent offences. The interests of criminal
proceedings are considered as an additional
(secondary) task. Operative-search activi-
ties in connection with intelligence activities
or the detection and cessation of intelligence
and subversive activities may not always involve
the commission of an act, a doing, liable under
the CC, but be required by the general interests
of the security of citizens, society and the State.

3. With regard to causes and grounds for con-
ducting OSA. According to art. 6 of the LoU on
OSA, grounds for OSA are:

1) Sufficient information collected in
the manner established by law, which requires
verification by means of search operations on:
criminal offences being prepared; persons who
prepare the commission of a criminal offence;
fugitives from pre-trial investigation bodies,
the investigating judge, the court or evaders
from serving their sentences; persons miss-
ing; intelligence and subversive activities
of the special services of foreign States, organi-
zations and individuals against Ukraine; the real
threat to the life, health, housing and property
of judicial and law enforcement personnel in
connection with their official activities; as well
as persons participating in criminal proceed-
ings, members of their families and close rela-
tives, with a view to creating the necessary con-
ditions for the proper administration of justice;
officers of the Ukrainian intelligence agencies in
connection with the official activities of these
persons, their close relatives and persons who
cooperate or have cooperated in confidence
with the intelligence agencies of Ukraine, as
well as their family members for the purpose
of appropriate intelligence activities;

2) Requests of competent State bodies,
institutions and organizations for the screening
of persons in connection with their access to
State secrets and to work with nuclear materials

and nuclear facilities; as well as persons granted
permission to stay unaccompanied in controlled
and sterile areas, restricted areas, protected
areas and critical sectors of such airports areas;

3) The need to verify persons in connection
with their appointment to posts in the Ukrain-
ian intelligence agencies or their involvement
in confidential cooperation with such bodies,
and the access of persons to intelligence secrets;

4) Search and counter-intelligence opera-
tions (Law of Ukraine on Intelligence, 2020);

5) Availability of consolidated materials
from the central executive authority imple-
menting public policy on preventing and com-
bating the legalization (laundering) of pro-
ceeds from crime or the financing of terrorism
(SCFM) collected in the manner prescribed by
law.

The cause (the form containing the grounds
for OSA (establishment of the OPC)) under
part 6 of Art. 2 of the LoU on OSA may be appli-
cations, reports of citizens, officials, public organ-
izations, mass media, in written assignments
and decisions of the investigator, instructions
from the prosecutor, rulings of the investigat-
ing judge or court, materials of law enforce-
ment agencies, requests and communications
from law enforcement bodies of other States
and international law enforcement organiza-
tions, as well as requests by authorized State
bodies, institutions and organizations desig-
nated by the CMU to inspect persons in con-
nection with their access to State secrets, work
with nuclear materials and nuclear facilities.

With regard to counter-intelligence activ-
ities as a form of operative-search activities,
the causes and the grounds on which it is con-
ducted are provided for in article 6 of LoU on
CA and have certain specificities.

Grounds for counter-intelligence activities
are:

1) Sufficient information, which should be
verified by means of special forms and meth-
ods, on: intelligence activities against Ukraine
by the special services of foreign States, as well
as by organizations, individual groups and indi-
viduals; infringement of the State sovereignty,
constitutional order and territorial integrity
of Ukraine; terrorist attacks or activities; crim-
inal offences against peace, the security of man-
kind and the international legal order;

2) Execution of the tasks defined by law
regarding: counter-intelligence support for eco-
nomic, information, scientific and technologi-
cal potential, defence and industrial, transport
complexes and their facilities, and the national
communications system, the Armed Forces
of Ukraine and other military formations estab-
lished in accordance with the laws of Ukraine,
military and technical cooperation, compliance
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with international non-proliferation regimes;
the counter-intelligence support for Ukrainian
diplomatic establishments abroad and the secu-
rity of staff of such establishments and members
of their families in the host State, and of Ukrain-
ian citizens who are sent abroad and who are
aware of information constituting a State secret,
and the protection of State secrets in these
establishments; counter-intelligence protection
of State authorities, law enforcement and intel-
ligence agencies, protection of State secrets;
protection of embassies and missions of foreign
States in Ukraine and their personnel against
terrorist attacks; examination and verification
of persons to be administered for access to State
secrets, to work with nuclear materials and to
nuclear facilities or to confidential cooperation;
ensuring own security, including members
of agencies and units engaged in counter-in-
telligence activities, members of their families
and persons who assist and support in coun-
ter-intelligence activities; information and ana-
lytical support for State authorities (regarding
threats to State security of Ukraine);

3) The need to detect by technical means
and to shut down radio-electronic and other
devices whose operation poses a threat to
the State security of Ukraine or a precondition
for leaking information with restricted access,
as well as radiation from radio-electronic media
used for illegal purposes.

The focus should be on certain specifici-
ties and differences in the grounds for opera-
tive-search and counter-intelligence activities.
According to LoU on OSA, the basis for OSA
can only be sufficient information, which needs
to be verified, collected in the manner prescribed
by law. Instead, the ground for CIA is any suf-
ficient information, which needs to be verified
by special forms, methods, means, regardless
of legality of its origin. Counter-intelligence
activities require neither the source nor the con-
ditions and manner of collecting information,
the main point is that it would be considered
sufficient to trigger CIA and would require spe-
cial forms, methods, means to be verified, while
a violation of the procedure for gathering infor-
mation to be verified by SO could entail admit-
ting such information from OSA useless for
achieving the goal and objectives of OSA.

Furthermore, certain  differences in
the causes of counter-intelligence activities
exist. In addition to the ones mentioned in
article 6 of the LoU on OSA, the cause for con-
ducting CIA can also be: the fact that the units
of internal security of the State Border Service
of Ukraine perform tasks of ensuring safeguard
(protection) of the State border of Ukraine;
the performance by the State Protection Service
Department of the tasks of protecting officials
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for whom State protection is provided; intelli-
gence activities by the intelligence agencies on
the basis of article 17 of the Law of Ukraine “On
Intelligence” (Law of Ukraine on Intelligence,
2020); information of persons involved in con-
fidential cooperation; materials of the SSU on
organization, implementation, forms and meth-
ods of terrorism, intelligence and other activities
to the detriment of State security in Ukraine.

With regard to CI(S)A, in accordance with
the requirements of articles 214, 223 and 246
of the CPC of Ukraine, the ground for their con-
duct is a decision by the investigator, the pros-
ecutor or the investigating judge, at the request
of the investigator, with the consent of the pros-
ecutor, made in criminal proceedings in cases
where the information on a criminal offence
and the offender cannot be collected otherwise.
According to articles 260-264 (in so far as con-
duct on the ground of a decision of the inves-
tigating judge), 267, 269, 269, 269-1, 270, 271,
272 and 274 of the CC of Ukraine, CI(S)A are
conducted exclusively in criminal proceedings
in connection with grave and exceptionally
grave crimes.

Therefore, according to legislation, a ground
for conducting CI(S)A is a set of requirements,
such as: a registered criminal proceeding;
the investigation of a criminal offence, which
meets certain requirements of gravity, depend-
ing on the type of CI(S)A; the adoption (issu-
ance) of a procedural decision by an author-
ized entity; the impossibility of collecting
otherwise information on the criminal offence
and the offender.

The cause for conducting CI(S)A isinforma-
tion collected during the pre-trial investigation
on the facts of the criminal offence, the offend-
er(s) and the impossibility to collect otherwise
the necessary information. Such information
may be contained in procedural instruments,
such as investigation reports, media, documents
and the like.

4. With regard to the actors of the conduct. In
accordance with article 5 of the LoU on OSA,
the actor of operative-search activities is oper-
ational units: the National Police, the State
Bureau of Investigation, the Security Service
of Ukraine, the Foreign Intelligence Service,
the State Border Service of Ukraine, the State
Protection Department, the Tax Police, penal
enforcement bodies and institutions; intel-
ligence bodies of the Ministry of Defence,
the  National  Anti-Corruption  Bureau
of Ukraine, while article 5 of the LoU on CA
defines actors of counter-intelligence activities,
such as: specially authorized operational units
of the SSU, the SBSU, the SPD.

The actors of CI(S)A are the investiga-
tors and, at their request, operational units,
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and of CI(S)A in the form of the withdrawal
of information from the transport telecommuni-
cation networks are authorized units of the SSU,
the NP, the NABU and the SBI.

5. With regard to forms of control and super-
vision of compliance with the law in their imple-
mentation. Operative-search activities are
subject to departmental control. The Chief
of the Operative unit is responsible for the legal-
ity of measures.

The supervision of OSA is exercised
by the Prosecutor-General, his deputies,
the heads of regional prosecutors, their first
deputies and deputies, as well as by the rele-
vant regional prosecutor’s offices authorized
by an order of the Prosecutor-General’s Office
and by an order of the Head of the Region
Prosecutor’s Office. The Head of the District
Prosecutor’s Office, as well as the prosecutors
of the District Prosecutor’s Office, authorized
by his order, supervise the observance of the law
in the course of operative-search activities in
operative-search cases instituted by local oper-
ational units of law enforcement bodies under
their supervision (Law of Ukraine On opera-
tive-search activity, 1992).

The above-mentioned requirements of LoU
on OSA provide for the exercise of supervisory
functions by prosecutors in a specific sector or
in a specific operational unit and the ground
for their execution is an order of the Head
of the Prosecutor’s Office, which authorizes
the prosecutor to supervise not a specific oper-
ative-search case but operative-search activi-
ties in a certain operational unit(s). As a rule,
individual orders are issued to supervise depart-
ments.

In criminal proceedings related to CI(S)A
the functions of departmental supervision are
exercised by the head of the pre-trial investi-
gation body within the powers defined in arti-
cle 39 of the CPC of Ukraine, as well as in so
far the extension of CI(S)A, initiated by his or
the investigator’s decision, up to six months,
approval of the use of previously identified
(marked) or false (simulation) means, approval
of the decision on disclosure, before the comple-
tion of the pre-trial investigation, the real infor-
mation about specially formed business entities
or about a person, acting without revealing his/
her true identity.

In addition, it is provided that the depart-
mental control can imply the right of the heads
ofautonomous structural units of authorized law
enforcement bodies to decide on the extension
of CI(S)A, initiated by the decision of the inves-
tigator, up to twelve months, and of the heads
of departments, up to eighteen months.

With regard to the exercise of supervisory
functions by prosecutors, the main powers are

granted to prosecutors, as they are procedural
controllers, who agree on the request of inves-
tigators or make decisions in cases prescribed
by law on CI(S)A, organise them, give instruc-
tions, decide on the classification of secrecy,
their removal, etc. in specific criminal proceed-
ings, where they are determined as procedural
controllers or included in the group of prose-
cutors of procedural controllers. The powers
of the heads of the Public Prosecutor’s Offices
related to organisation and conduct of CI(S)A
are limited to ensuring secrecy.

6. With regard to enabling conditions for vio-
lation (vestriction) of rights and freedoms of indi-
vidual and legal entities. According to part 5
of art. 9 LoU on OSA, an individual restriction
of rights and freedoms in the course of opera-
tive-search activities is possible, provided: such
violations are temporary and exceptional; they
are applied by decision of a judge; the pur-
pose of such restriction is to detect, prevent
or cease a grave or exceptionally grave crime,
to search for persons who evade serving a sen-
tence or missing persons, and to protect life,
health, housing and property of court and law
enforcement personnel and persons participat-
ing in criminal proceedings, and to terminate
intelligence and subversive activities against
Ukraine; operational and technical means may
be only applied to persons in respect of whom
an operative-search case is initiated (regis-
tered); in other cases provided for by Ukrainian
law, in order to protect the rights and freedoms
of other persons and the security of society,
a person whose rights have been violated during
OSA, has the right to a written explanation
of the restriction of his/her rights and freedoms
and to an appeal.

4. Conclusions

The procedure for CI(S)A, in so far
the restriction of human rights and freedoms in
the conduct of criminal proceedings, provides
for: CI(S)A in exceptional cases when informa-
tion cannot be collected otherwise; application
according to decision of the investigating judge;
possibility of conduct in respect of not only
grave and exceptionally grave crimes; CI(S)A
not only in respect of the suspect, but in respect
of any person; the exhaustive list of grounds for
the restriction of constitutional human and civil
rights in the CPC; no additional grounds for
CI(S)A provided for by other laws and by-laws;
notification of the person whose rights are to
restricted.

However, counter-intelligence activities, as
a form of operative-search activities, have their
own characteristics and specificities that also
influence the assessment of their use in criminal
proceedings. These issues will be addressed in
the second part of the article.

101



10,2021
CRIMINAL PROCESS

References:

Oliinyk, O.S. (2021). Pryntsypy kryminalnoho prava: poniattia, systema ta znachennia [Principles
of criminal law: concept, system and meaning]. Nauk.-doslid. in-t publich. prava. Vyd. 2-he, dopov.
Kharkiv : Pravo. (in Ukrainian).

Zakon Ukrainy Pro kontrrozviduvalnu diialnist vid 26 hrud. 2002 roku Ne 374-1V [Law
of Ukraine On Counterintelligence Activities from December 26 2002 Ne 374-1V]. (2002). zakon.
rada.gov.ua. Retrieved from https://zakon.rada.gov.ua/laws/show/374-15#Text (in Ukrainian).

Zakon Ukrainy Pro operatyvno-rozshukovu diialnist vid 18 liut. 1992 roku Ne 2135-XII | Law
of Ukraine On operative-search activity from February 18 1992 Ne 2135-X11]. (1992). zakon.rada.
goovua. Retrieved from https://zakon.rada.gov.ua/laws/show/2135-12#Text (in Ukrainian).

Zakon Ukrainy Pro rozvidku vid 17 veres. 2020 roku Ne 912-IX [Law of Ukraine on Intelligence
from September 17 2020 Ne 912-1X]. (2020). zakon.rada.gov.ua. Retrieved from https://zakon.rada.
gov.ua/laws/show/912-20#Text (in Ukrainian).

Oxexcanop Baoixos,

Kanoudam 1opuduunux nayx, ooyenm xagedpu Kpuminaiviozo npasa ma npouecy, Kuicvkuil
yuieepcumem npasa Hayionanvioi axademii nayx Yxpainu, adsoxam, eyruus Axademixa /lo6poxomosa,
7A, Kuis, Yxpaina, indexc 03142, Alexander Babikov @ukr.net

ORCID: orcid.org/0000-0002-9190-2658

BIIMIHHICTb HEIJIACHUX CJITYUX (PO3IIYKOBUX) JITii BT
OIEPATUBHO-TEXHIYHUX TA OIIEPATUBHO-PO3IIYKOBHUX 3AXO/IIB
(YACTHHA 1)

Anorauisi. Memoto cmammi € anaji3 Ta PO3MeXRYBaHHs HerJaCHUX CJiunX (PO3IIYKOBUX) il
Ta ONePaTHBHO-PO3NIYKOBUX, OMEPATHBHO-TEXHIUHUX 3aXO0/[iB, & TAKOXK 3'SICYBaHHS iX POJi I 3HAUEHHS
Y KPUMiHAJIBHOMY ITPOBA/PKEHH.

Pesyavmamu. CrarTio MPUCBSIYEHO 3aralbHOTEOPETHYHNM Ta TTPOOJIEMHIM [THTAHHSIM PO3MEKYBaH-
HST HETJIACHUX CJIMInX (PO3IIYKOBUX) [Iiii Ta OTepaTHBHO-PO3NIYKOBHX, ONEPATHBHO-TEXHIYHIX, PO3Bi/-
YBAJIbHUX 1 KOHTPPO3BiZyBAIbHUX 3aX0/iB. [lOCTi/IZKeHO reHe3nc HerIaCHUX CIi[unX (PO3IIYKOBUX) i,
cynounHcTBi. [IpoananizoBano crmisibHI prcH Ta BiIMIHHOCTI MO0 TIOPSIIKY OE€P:KAHHST i1 BUKOPHCTAHHS
y KpPUMiHAJIBHOMY TIPOBa/KEHHI iH(MOpMAIii, o/iepKaHol 3a HACJIZIKAMU MPOBE/ICHHS HEIVIACHUX 3aXOJIiB.
CdopmysiboBaHO BUCHOBKHU 1110710 ¢hepy 3aCTOCYBAHHS OIEPaTHBHO-PO3IIYKOBUX 3aXO0/1iB (ONepaTHBHO-
TEXHIYHUX 3aXO0]IiB), SIKA € TUPIIIOI0 Ta He 0OMEKYETHCS KPUMiHATBHIMI POBAIKEHHSIMHU, X0Ua Pe3yJIbTa-
TH TaKMX 3aX0/liB MOKYTb BUKOPHCTOBYBATHCS Y KPUMiHAJIBHOMY CY/IOUMHCTBI. AKIIEHTOBAHO HA TOMY, 1110
3aB/IAHHSIM OIIePATHBHO-PO3IITYKOBUX 3aX0/1iB € TIOIIYK iH(OpMAILii IIPO IPOTUIIPABHY JiSIbHICTD, BUABJIECH-
HsI KpUMIHAJIbHUX TIPABONIOPYIIEHb, TO/I K 3aBJAHHAM HEIJIACHUX CJIiAUnX (PO3IIYKOBKX) i € 30upaHHst
JIOKa3iB i iX 11epeBipKa B KOHKPETHOMY KPUMIiHAJIBHOMY NPOBA/KEHHI 32 KOHKPETHUM (haKTOM BUMHECHHS
3JI04MHY, 3aMaxXy Ha HbOTO YM TOTyBaHHA. [IpoanasizoBaHo 3aBaHHsA KOHTPPO3BIYBAIbHOI [i/IBHOCTI SK
Pi3HOBHU/Y OTIEPATUBHO-PO3ITYKOBOI isS/IBHOCTI BIATIOBIHO /10 4. 2 cT. 2 3akoHy Ykpainn «IIpo xoHTppos-
Bi/lyBaJIbHY JUsUIbHICTB>, IKUMY € 00YBaHHs1, aHaiTHYHa 06pOOKa Ta BUKOPHUCTAaHHsT iH(OpMALIIT; poTH-
Jlist PO3BiLYBAJIbHIMN, TEPOPUCTHYHIN Ta IHIIII MiSTIBHOCTI CIIEIialbHIX CTY/KO IHO3EMHUX JIeP/KaB, 8 TAKOK
oprasisaliiii, OKpeMuX IpyIl Ta oci6 Ha KOy JepsKaBHiil Oesneni Ykpainu; pospolbieHHs i peasizarlis
3aXOJ[iB MO0 3ar00iraHHs1, YCYHEHHsI Ta HeliTpaslisallil 3arpo3 iHTepecaM JepiKaBH, CYCIIiIbCTBA 1 IpaBam
rpoma/isiH. OKpeMo TIPUJIITIEHO YBary OIliHIli Pe3YJIbTaTiB TAKOI AisS/IBHOCTI CTOCOBHO JIOMYCTUMOCTI JIOKa3iB.

Bucnogxu. BusnaueHo 0CHOBHI KpUTepii Po3MesKyBaHHs HETJIACHUX CJTiTInX (PO3NIYKOBUX ) /IiHf Ta otie-
PATUBHO-PO3IIYKOBUX, OTEPATUBHO-TEXHIYHUX 3aXOJiB 32 3aBJAHHSAM, METOI, [TPABOBUMH IIiJICTABAMH,
cy6'ekramu IpoBezieHHsI, (hopMaMit KOHTPOJIIO if HATTISIY 32 OJlePKAHHSIM 3aKOHOABCTBA il Yac iX mpo-
BeJIEHHsI, yMOBaMH, 32 SIKKX JIOITYCKA€ThCsI HOPYITeHHs (00MeKeHH ) [paB i CBOOOI JIIOIMHHU Ta FOPUAMYHUX
0ci6. OKpeMo 30cepeKeHo yBary Ha HeOOXiZHOCTI ZOTPUMAHHS OCHOBOIONOKHUX TIPaB i CBOOO JIOANHN
Ta rPOMaJIsTHIHA TTi/ Yac HerJIacHOro 30MpanHs iHdopMariil Ta BTpyJYaHHs y MPUBATHE CIIIKYBAHHSL.

Kmouogi ciioBa: HersiacHi crizigi (po3IyKoBi) i, onepaTuBHO-PO3IIYKOBA AisITIbHICTb, OTIEPaTHBHO-
TeXHIUHi 3aX0/IU, AOKYMEHTU Y KPUMiHATIbHOMY IIPOBAJKE€HHI, IOKA3M1, JIOILYCTUMICTD I0Ka31B, CJiYi Aii.
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