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DISTINCTION BETWEEN COVERT
INVESTIGATIVE (SEARCH) ACTIONS

AND OPERATIONAL-TECHNICAL MEASURES
AND SEARCH OPERATIONS (PART 2)

Abstract. The purpose of the article is to study the essence of the organizational framework, grounds
and procedure for the conduct, requirements for recording and use of measures, i. e., SO, OTM and CI(S)A.

Results. The second part of research studies the issues of using material media, subjects, documents
and samples obtained during search operations, operational and technical measures, intelligence
and counter-intelligence operations in criminal proceedings. Different approaches to evaluating such
information, conditions and grounds for their use as evidence are identified; the reasons of finding these
materials of operative-search, intelligence and counter-intelligence activities inadmissible are stated. For
example, according to the Supreme Court’s evaluation of the admissibility of evidence of the materials
of an operative-search case, the materials lack data that an operative-search case has been instituted
against a convicted person (it is a prerequisite for SO and OTM). The OSC, from which the prosecutor
has presented materials, was to close based on article 9-2, para. 7 of the Law of Ukraine “On OSA”, owing
to the lack of evidence which indicate signs of crime in the actions of the person within relevant time,
while materials have been destroyed in the manner provided by law. The rulings of investigative judges
of the Court of Appeal that have resoluted operational-technical measures against this person have not
been available to the defence and court. These became a ground for finding the documents provided
by the prosecution resulting from OSA as inadmissible evidence. Common features and differences
of operational-technical, search operations and counter-intelligence activities are analysed, considering
the case law of the ECHR and the Supreme Court; criteria for the use of information from such
measures in criminal proceedings are identified. The focus is on the statutory gaps that prevent the use
of counterintelligence materials to prove the guilt of a person in committing criminal offenses, as well as
on the ways to eliminate them. The study considers issues of the possibility of using a factual data from
operative-search activities based on an evaluation by the Constitutional Court of Ukraine.

Conclusions. 1t is concluded that organizational framework, grounds and procedure for the conduct,
requirements for recording and use of measures mentioned above vary significantly. On the one hand, this
eliminates their equation and, on the other hand, underlines the need to streamline and further regulate
operative-search, intelligence and counter-intelligence activities at the legislative level.

Key words: covert investigative (search) actions, search operations, operational-technical measures,
documents in criminal proceedings, evidence, admissibility of evidence, investigative actions.

1. Introduction

In the first part of our study, the focus was
on the grounds for OSA, counter-intelligence
activities as a form of operative-search activ-
ities, and the classification of these procedural
measures, aimed at obtaining evidence in crimi-
nal proceedings, etc. In this case, we would like
to start with a certain feature of the organization
of counter-intelligence activities. Furthermore,
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in our study, we focus on the use of covert meth-
ods and means in counter-intelligence activities,
including the use of operational, operational
and technical, special forces and means, defined
by the by-laws of the SSU (Law of Ukraine “On
Counterintelligence Activities”, 2020).

In fact, sometimes operational, opera-
tional and technical measures in counter-in-
telligence activities are large-scale, mass inter-
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ception (monitoring) of telecommunications
and the acquisition of communication data
(billing information) from operators and pro-
viders of telecommunications without applying
for permission from the investigating judge,
the court. Intercepted telecommunications
messages using real-time filters to determine
the significance of intercepted information, in
the absence of a decision by the investigating
judge to authorize such measures in respect
of a particular person, the material selected
and preserved shall be referred for analysis. In
terms of criminal procedure, the implementa-
tion of such measures is considered a violation
of fundamental human and civil rights and free-
doms due to insufficient judicial control over
such activities (Judgment of the European
Court of Human Rights “Big Brother Watch
and others v. The United Kingdom”, 2018).

The purpose of the article is to study
the essence of the organizational framework,
grounds and procedure for the conduct, require-
ments for recording and use of measures such as
SO, OTM and CI(S)A.

2. The regulatory framework for using
the results of operative-search, counter-in-
telligence activities as evidence in criminal
proceedings

In the ECtHR’s legal opinion in respect
of operational and technical measures, in
the absence of information on the personal data
of the person whose rights are restricted by such
measures in the decision on their conduct, such
actions are not in conformity with the require-
ments of article 8 of the Convention (Judgment
of the European Court of Human Rights “Azer
Ahmadov v. Azerbaijan”, 2021).

The issue of whether results of opera-
tive-search and counter-intelligence activities
can be used as evidence in criminal proceedings
is still under discussion.

The Criminal Procedure Law clearly estab-
lishes that CI(S)A are a form of investigative
actions, their results recorded in the inves-
tigation reports, media, documents obtained
during their conduct, objects, belongings
and samples shall be used as evidence in crimi-
nal proceedings.

With regard to materials of operative-search
activities, the use of investigation reports
drawn up on the basis of operational and tech-
nical measures, records, belongings and objects
received as evidence in criminal proceedings,
either in the Criminal Procedure Code or in
the Law of Ukraine “On operative-search activ-
ities” are not decided.

To a certain extent, the Supreme Court has
made a point of discussion on this issue, con-
cluding in Judgement of 12 May 2021 in case
Ne 750/10362/17 (proceedings 51-5319 km 20)

that the materials, which contain factual data
on unlawful actions of individuals and groups
of persons, collected by operational units in
compliance with the requirements of the Law
of Ukraine “On operative-search activities”, sub-
ject to the requirements of article 99 of the CPC
of Ukraine, are documents and can be used
as evidence in criminal proceedings. Declas-
sifying and making available to the defence
the investigation reports on OTM and the Court
of Appeal’s ruling to conduct them, if warranted,
is sufficient for them to be examined during
proceedings and to grant appropriate assess-
ment. At the same time, it should be borne in
mind that the materials of the OSC, in particu-
lar, the investigation reports of the operational
and technical measures, are not sufficient to find
the information contained in them evidence in
criminal proceedings. This is due to the fact
that the defence shall be given the opportunity
to check the admissibility of such evidence, in
particular, regarding compliance by the oper-
ational unit with the requirements of the Law
of Ukraine “On operative-search activities” on
the grounds and procedure for the introduc-
tion of the OSC, the conduct of operational
and technical measures, including the availabil-
ity of appropriate judicial authorization when
such measures involve interference in private
communication.

According to the Supreme Court’s evalua-
tion of the admissibility of evidence of the mate-
rials of an operative-search case, the materials
lack data that an operative-search case has
been instituted against a convicted person (it
is a prerequisite for SO and OTM). The OSC,
from which prosecutor has presented mate-
rials, was to close based on article 9-2, para. 7
of the Law of Ukraine on OSA, owing to the lack
of evidence which indicate signs of crime in
the actions of the person within relevant time,
while materials have been destroyed in the man-
ner provided by law. The rulings of investigative
judges of the Court of Appeal that have allowed
operational-technical measures against this
person have not been available to the defence
and court (Resolution of the Supreme Court,
2019). These became a ground for finding
the documents provided by the prosecution
resulting from OSA as inadmissible evidence.

With regard to the option of using
a factual data from operative-search activities
the Constitutional Court of Ukraine stated, in
its decision 12pm/2011 as of 20 October 2011
(case Ne 1-31/2011) that the interpretation
of the provisions of article 62 of the Consti-
tution of Ukraine leads to the conclusion that
an accusation shall not be based on evidence
obtained by unlawful means, including fac-
tual evidence obtained as a result of opera-
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tive-search activities by an authorized person
without respect for constitutional provisions or
in violation of the procedure established by law.

These legal perspectives point at two key
aspects:

1. Materials obtained in the course of opera-
tive-search activities can be used as evidence —
documents (only in cases when the information
recorded in them has been obtained in a manner
prescribed by the Law of Ukraine “On the OSA”
and when fixing and writing such documents
by the operating unit have complied with
the requirements of the Law of Ukraine “On
OSA” and Chapter 21 of the CPC of Ukraine.

2. Compliance with the requirements
of the Law of Ukraine “On OSA” and Chap-
ter 21 of the CPC of Ukraine may be veri-
fied by the parties to the criminal proceed-
ings by examining the causes and grounds
for the introduction of the OSC, the progress
of OTM and compliance with the requirements
for the preparation of such documents, compli-
ance with the legal regulations governing such
activities.

The possibility of verifying admissibil-
ity of evidence is a fundamental guarantee
of human and civil rights and freedoms in crim-
inal proceedings and the adoption of a lawful
and fair decision.

The issue of whether counter-intelligence
materials could be used as evidence in criminal
proceedings remained a matter of debate.

Proponents of the use of CIA results argue
that, in counter-intelligence searches, author-
ized operational units have the right to conduct
search operations using operational, operational
and technical forces and means. In cases where
the results of counter-intelligence activities are
recorded in accordance with the requirements
established by law for investigation reports
of OTM, which are drawn up during opera-
tive-search activities, the parties can verify
their propriety and admissibility, such material
can be used as a basis for initiating a pre-trial
investigation and as evidence in criminal pro-
ceedings — a document.

In addition, courts (Judgment
of the Ordzhonikidze District Court
of the city of Mariupol, 2017) have, in some
cases, find such investigation reports as
inadmissible evidence. This legal position is
based on the fact that an investigation report
on the results of a covert search operation
is drawn up on the basis of article 7, part 2,
para. 6 of the Law of Ukraine “On counter-
intelligence activities”, article 8, part 3
of the Law of Ukraine “On operative-search
activities”. The above provisions of the laws
authorize appropriate measures for the pre-
vention, timely detection and termination
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of intelligence, terrorist and other attacks on
the security of the State of Ukraine, obtaining
information for the purposes of counterintel-
ligence. However, according to the provisions
of articles 223 and 246 of the CPC of Ukraine,
investigative (search) actions are actions
aimed at gathering (collecting) evidence or
verifying evidence already collected in a par-
ticular criminal proceeding. From the per-
spective of the court, the purpose and focus
of the measure are decisive for assessing its
results and the possibility of using them as
evidence. If the CIA’s target is other than that
of criminal proceedings, the documents drawn
up in the course of the CIA cannot be used in
criminal proceedings.

In addition, the results of the CIA were
found inadmissible because the prosecution did
not provide the parties to the criminal proceed-
ings and the court with an appropriate ruling
that had authorised such measures (Judgment
of the Selidovo City Court of the Donetsk
Region, 2017), or because such results were used
in criminal proceedings without a permission
of the Court of Appeal (Judgment of the Kram-
atorsk City Court, 2017).

Ratio decidenti by the Supreme Court
(Resolution of the Supreme Court, 2018) is
somewhat different. The Panel of Judges con-
cluded that since counter-intelligence activities
had been conducted on the basis of article 5
of the Law of Ukraine “On combating terror-
ism”, articles 1, 7 of the Law of Ukraine “On
counterintelligence activities” and the Deter-
mination of the Head of the Court of Appeal,
the information collected can be used in crim-
inal proceedings.

Therefore, the court admits the use
of the results of counter-intelligence activi-
ties in cases when such results are drawn up
in compliance with the requirements of Law
of Ukraine “On OSA”, in presence of the per-
mission of the judge of the Court of Appeal to
take such measure.

3. Relevance and admissibility of using
the results of operative-search, counter-in-
telligence activities as evidence in criminal
proceedings

There is currently no clear answer to the pos-
sibility of using the results of CIA in criminal
proceedings. However, it should be noted why
the use of counter-intelligence materials as evi-
dence in criminal proceedings is questionable in
terms of propriety and admissibility:

1) the objective of counter-intelligence
activities is not to seek and record evidence in
criminal proceedings or to safeguard the inter-
ests of criminal proceedings;

2) the procedure for counter-intelligence
activities is determined by by-laws of the SSU
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and not by the CPC or other law, which con-
siderably reduces guarantees of human rights
and freedoms and especially when it comes to
interference in private personal communication;

3) some counter-intelligence search meas-
ures, similar to those in CI(S)A, as opposed
to the latter, may be carried out without
the authorization of the investigating judge or
court;

4) unlike operative-search activities or crim-
inal proceedings, the grounds for counter-intel-
ligence activities may be information or data
obtained illegally, in violation of the procedure
established for OSA or criminal proceedings;

5) the identification of the elements
of a criminal offence, including the preparation
or attempted commission thereof, constitutes
grounds for entering the URPI and the initia-
tion of a pre-trial investigation, consequently,
the continuation of counter-intelligence
searches in such cases may lead to the substi-
tution of a criminal proceedings, which provide
certain safeguards to parties to proceedings;
for the quasi-intelligence process that does not
contain such guarantees;

6) by regulating activities in which fun-
damental human rights and freedoms are
restricted (violated), including interference in
private communication, violation of the invio-
lability of housing, the legislator has provided
that such actions by the State (its authorized
bodies) are permitted as an exception, for
the purpose of detecting, terminating, under
certain conditions and in a clearly regulated
manner, in order to ensure proper judicial
control of the observance of human rights
and freedoms, as well as the possibility of veri-
fying the evidence collected in such manner to
be proper and admissible.

The specificity of intelligence and coun-
ter-intelligence activities, in my view, precludes
the possibility of carefully and sufficiently
developing the sources and manner of recording
evidence obtained. The exclusivity and pecu-
liarity of the conditions for conducting CI(S)
A are ensured by the possibility to use their
results in other criminal proceedings, inter
alia, to prove a person’s guilt in the commission
of an offence, the investigation thereof is not
related to obtaining the permission of the inves-
tigating judge to conduct CI(S)A. This func-
tion is performed by the investigating judge
of the Court of Appeal, who shall determine
and evaluate the interests of criminal procedure
and the safeguarding of human and civil rights
and freedoms. In such cases, the investigating
judge evaluates the “exceptional” conditions
under which information about another crime is
obtained, its gravity, the manner in which infor-
mation is obtained, the interests of the criminal

proceedings in the course of which such infor-
mation was obtained, and in other proceedings
in which the prosecution proposes to use such
confirming.

Even so, the very fact that the investi-
gating judge has been asked to authorize
the use of the results of CIA is questionable,
since the only ground for the permission may
be the prosecutor’s request invoked in the crim-
inal proceedings. The mechanism for making
a similar application during intelligence, coun-
ter-intelligence measures (in the course of intel-
ligence cases and counter-intelligence searches)
is not provided for by law.

The totality of these arguments, in my view,
rule out the possibility of using counter-intel-
ligence materials in criminal proceedings as
evidence. However, the information collected
from such activities may be grounds for enter-
ing the URPI and the initiation of a pre-trial
investigation.

4. Distinction between the sources of legal
regulation for the conduct of CI(S)A, opera-
tive-search, intelligence and counter-intelli-
gence activities

The distinction between CI(S)A and search
operations, intelligence, and counter-intelli-
gence measures is also based on the sources
of the legal regulatory framework for their con-
duct and implementation.

The CPC of Ukraine and the Instruction
on the organization of covert investigative
(search) actions and the use of their results
in criminal proceedings, approved by Order
Ne 114/1042/516/1199/936,/1687/5 as of 16
November 2012, hereinafter — the Instruction)
define the procedure for CI(S)A.

It should be borne in mind that according to
article 9 of the CPC of Ukraine, the legal basis
for criminal proceedings is the Constitution,
the CPC, international treaties and other leg-
islation. At the same time, laws and other legal
regulations of Ukraine, the provisions thereof
relate to criminal proceedings, shall be in com-
pliance with the CPC, while legal regulations,
which contradict it, are not applicable.

The Constitution of Ukraine, the Law
of Ukraine “On OSA”, the CC, the CPC, the Tax
and Customs Codes, Laws of Ukraine regulating
the activities of State law enforcement bodies,
other legal regulations and international trea-
ties are the legal framework for operative-search
activities.

While article 8 of the Law of Ukraine “On
OSA” refers to the relevant articles of Chapter
21 of the CPC of Ukraine governing the proce-
dure for operational and operational-technical
measures, the detailed regulatory mechanism
for the forms and methods of operative-search
activities is provided by the relevant depart-
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mental orders drawn up by each law enforce-
ment body independently.

The legal basis for the conduct of intel-
ligence and counter-intelligence activities is
the Constitution of Ukraine, international trea-
ties in force, the laws of Ukraine “On intelli-
gence”, “On counter-intelligence activities”,
“On OSA’ etc., and by-laws.

However, contrasting CI(S)A and OTM,
the procedure for intelligence and counter-in-
telligence measures is not governed by laws, but
by-laws drawn up by the SSU and other bodies
authorized to conduct them.

For example, the regulatory mechanism for
the performance of a special assignment has its
specificities.

The procedure for the performance of special
assignments in the course of operative-search
activities, in accordance with article 8,
part 1, para. 8 of the Law of Ukraine “On OSA”,
is defined by the provisions of article 272
of the CPC of Ukraine.

However, the procedure for the organiza-
tion and conduct of intelligence (special) tasks
by personnel and persons involved in confiden-
tial cooperation, including during their mem-

bership in terrorist or other criminal organiza-
tions, transnational criminal groups and other
organizations that pose external threats to
the national security of Ukraine are defined
by-laws of the intelligence agencies (Law
of Ukraine “On Intelligence”, 2020).

In such context, the development and insti-
tutionalization in law of general requirements
for the conduct of CI(S)A, SO, OTM, intelli-
gence and counter-intelligence activities, taking
into account fundamental guarantees of human
and civil rights and freedoms, will allow equat-
ing these forms of collecting covert information
and using them in criminal proceedings.

5. Conclusions

The key distinctions between CI(S)A
and SO, OTM, intelligence and counter-intel-
ligence measures make it possible to conclude
that the organizational basis, grounds and proce-
dure for conducting, requirements for recording
and use of the above-mentioned measures vary
significantly. On the one hand, this eliminates
their equation and, on the other hand, under-
lines the need to streamline and further regulate
operative-search, intelligence and counter-in-
telligence activities at the legislative level.
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Onexcanop babixos,

Kanouoam 1opuduunux Hayk, odoyenm xagedpu Kpuminaivrozo npasa ma npovecy, Kuiecoxuil
ynisepcumem npasa Hayionanvnoi axademii nayx Yxpainu, adsokam, eyauys Axademixa Jloopoxomosa,
7A, Kuis, Yxpaina, indexc, 03142, Alexander Babikov@ukr.net
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BIIMIHHICTb HETJIACHUX CJIITYUX (PO3IIYKOBUX) JITi1
BIJI OIIEPATUBHO-TEXHIYHUX
TA OIIEPATUBHO-PO3IIYKOBUX 3AXO/IB (HUACTHHA 2)

Anoraris. Memoro cmammi € JJOCJIiJUKeHHS] CYTHOCTI OpraHi3aliiiH1X 3acaji, i/ICTaB i MOPSJIKY po-
BeJIEHHST, BUMOT 710 (iKcalii Ta BUKOPUCTAHHS TAKWUX 3aXOJIiB, SIK ONIepaTHBHO-PO3ITYKOBI 3aX0/H, oTepa-
THBHO-TEXHIUHI 3aX0/I1 Ta HETJIACH] cJtiui (PO3IIyKoBi) Ail.

Pesyavmamu. JIpyry 4acTUHY JIOCJI/PKEHHS [TPUCBAYEHO MUTAHHSAM BUKOPUCTAHHS MaTepialbHUX
HOCIiB iH(bopMallii, IpeIMeTiB, IOKYMEHTIB i 3pasKiB, 10 OJlepsKaHi i/ Yac onepaTHBHO-PO3IIYKOBUX,
OTIEPaTUBHO-TEXHIYHUX, PO3BIYBAIbHUX Ta KOHTPPO3BiYBAIbHUX 3aX0/liB Y KPUMIHAJIBHOMY CYIOYMH-
ctBi. OKpecseHo pi3Hi MiXOAM /10 OIIHKU TaKUX BiZIOMOCTEH, YMOBH Ta IiJICTABU BUKOPUCTAHHS iX K
JIOKa3iB; HaBe/IeHO TIPMYMHM, Uepe3 sIKi MaTepiajn omepaTuBHO-PO3NIYKOBOI, PO3BiLyBATIbHOI Ta KOHTP-
PO3BILyBAJIbHOI AiSbHOCTI BU3HABATIKICS HEOMYCTUMUMU. TaK, HAPUKJIAJ, T1i/l Yac OI[iHIOBAHHS MaTe-
piajiB onepaTuBHO-PO3UIYKOBOI CIIPABH TO/I0 IOMTYCTUMOCTI /1oka3iB Bepxosnuii Cy 3BepHYB yBary Ha
Te, IO B HAJaHUX MaTepiajax BiZCYTHI aHi PO Te, 10 ONEpPaTHBHO-PO3LIYKOBA CIIpaBa OyJa 3aBeieHa
CTOCOBHO 3acy/iKeHoi ocobu (iie € 060B'SI3KOBOIO YMOBOIO ISl TIPOBEJIEHHSI OLIEPATUBHO-PO3IIYKOBUX
Ta OllepPaTUBHO-TEXHIYHUX 3aX0/1iB). OepaTHBHO-PO3IIYKOBY CIIPaBy, 3 KO IPOKYPOPOM HaJ[aHO Mate-
piasti, 6yJ10 3akpuTO Ha TiAcTaBi M. 7 cT. 9-2 3akomy Ykpainu «IIpo omepaTnBHO-PO3MIYKOBY AisSIHHICTH>
y 3B'sI3Ky 3 HEBCTAHOBJICHHSM Y IepedadeHi 3aKOHOM CTPOKHU JIaHUX, SIKi BKa3yIOTh HA 03HAKU 3JI0UUHY
B JIisIX 0c00H, a cami MaTepiasiu GyJii 3HUIEHO Y BCTAHOBJIEHOMY 3aKOHOM IIOPSIZIKY. YXBAJIHU CIIIYUX CY/I-
B alesIAIiHOTO CYAY, SIKi MICTIJIV TO3BOJIH HA MPOBE/ICHHS ONIePAaTUBHO-TEXHITYHNX 3aX07IiB OO ITi€l
0co0H, CTOPOHI 3aXKCTY He BiIKpUBAIKCS Ta He OyJii Hajiaui cyjty. 3asHaueHi 00CTaBUHU CTAJIU T1iICTABOIO
JUUI BUBHAHHSI HAJIAHUX CTOPOHOIO OGBUHYBAYEHHSI IOKYMEHTIB, CKJIA/ICHNX 32 PE3YJILTATAMU OTlePaTUB-
HO-PO3IITYKOBOI AiSMIBHOCTI, HeOMyCTUMUMH foKazamu. [IpoananizoBaHo cminbHI prucH Ta BiAMIHHOCTI
OTIEPaTUBHO-PO3IIYKOBUX, PO3BIYBAJIbHUX I KOHTPPO3BIZYBAJIbHUX 3aXO/iB, 3 YPaxXyBaHHIM CYyI0BOI
pakTUKN €Bponelichbkoro cyay 3 npaB Joaunu Ta BepxosHoro Cymy Bu3HaueHO KpuTepii, 3a sSKUX
oJlepsKaHy IIi/l Yac MPOBE/ICHHS TAKMX 3aX0/iB iH(pOpMaIliio MOKHA BUKOPUCTOBYBATH Y KPUMIHATBHOMY
nporeci. OxpeMy yBary HpHJIJIEHO IPOTAJIMHAM Y 3aKOHOZIABCTBI, SIKi MEPEeNIKO/KAI0Th BUKOPUCTAHHIO
MaTepiajiB KOHTPPO3BIyBATbHOI Mis/IBHOCTI VISt IOBEIEHHSI BUHU 0COOH Y BUMHEHH] KPHMiHAIBHUX TTPa-
BOIOPYIIEHb, OKPECJIEHO IUISIXH iX yeyHeHHS. PO3T/ISIHYTO TUTAHHS MOJKJIMBOCTI BUKOPUCTAHHS (DaKTHd-
HUX JJAaHUX, OJIePKAHUX Y PEe3YJIbTaTI OTIePaTUBHO-PO3IIYKOBOI AiSIbHOCTI, 3 OTJISY Ha OIiHKY, Ky HaJlaB
y cBoemy pimenni Koucruryniitauit Cyzx Yrpainn.

Bucnosxu. 3polieHo BUCHOBOK, 110 OpraHi3aliiiHi 3acau, iCTaBU Ta OPSAOK [IPOBEIEHHS, BUMOTH
110 (ikcarii | BUKOPUCTAHHS BUIe3a3HAYEHUX 3aXO/[iB CYTTEBO BiIPI3HAIOTHCS. 3 OHOTO OOKY, 11€ BUKJIIO-
Yae X OTOTOKHEHHsI, a 3 IHITOr0 — BKa3y€e Ha HeoOXiAHICTh YMOPSAAKYBaHHs i I0AaTKOBOI periaMeHTaltii
OTIepaTHBHO-PO3IIYKOBOi, PO3BiLyBATbHOI Ta KOHTPPO3BiIyBaTBHOI AisITBHOCTI HAa PiBHI 3aKOHIB.

KumouoBi cioBa: HersiacHi cirigayi (po3iuIyKoBi) Aii, orepaTiBHO-PO3IIYKOBA AiSIbHICTD, OIIEPATHBHO-
TEXHIYHi 3aXO0/IH, JOKYMEHTH Y KPUMiHAJIbHOMY TIPOBA/[KEHHI, I0OKA3H, IOMYCTUMICTh JI0Ka3iB, CiIUi [ii.
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